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Media release Tuesday October 13, 2015
New Gryphon3 foils reckless gas gangs
LOCKPOINT – the UK company responsible for snuffing out armed attacks on the country’s cash machines – is leading the fight against a new and even more dangerous threat.

The company’s Gryphon3, to be launched at the industry’s premier showcase event this week, has been developed to prevent reckless gangs from blowing up cash machines, or ATMs, and making off with the contents.

The explosive attacks first came to the UK in 2013, since when banks and other ATM owners have racked up seven-figure losses in cash and other damage caused when the gangs, who show little regard for public or their own safety, inject acetylene or other gas into cash machines and blow them up. The wave of criminal attacks has gathered pace over the last month with the most recent spate of attacks focussed on the South East of England.
The Gryphon range was first developed with Lockpoint’s engineering and electronics partners to counter the threat to cash-in-transit teams who were being ambushed when they arrived to replenish the cash machines. It uses a system of interlocking “intelligent” electronic steel doors to make robbery unattractive because no more than one of the four drawers of cash can be open at any time. The sophisticated design of the doors means it is also extremely difficult to break into an ATM, even if a gang rips it out and takes it away in a JCB.
Lockpoint began development of the Gryphon3 when it became clear that the original Gryphon could also protect an ATM against explosive attack. The company teamed up with world-leading explosion research company, Gexcon, and built a theoretical model, which confirmed that the device could indeed protect against gas attack. In fact no criminal has yet succeeded in getting cash out of an ATM protected by a Gryphon in any gas attack to date.

However, the theoretical testing at Gexcon’s UK headquarters, in Ormskirk, Lancashire, identified areas of potential stress in the event of an attack and therefore Lockpoint developed a modification, capable of retro-fitting as the Gryphon2 AG, and as a brand new device, the new Gryphon3.
The Gryphon3 was then subjective to a “worst case scenario” test programme in the field by Gexcon at its laboratory site, near the company’s headquarters in Bergen, Norway. In a series of carefully monitored explosions, Gexcon filled an unprotected ATM with an optimum acetylene mix. The safe was completely destroyed and cash drawers rolled out of the ATM, making it easy for the robbers to make off with the cash.

The test was then repeated with an ATM protected by the Gryphon3 and, although the safe itself was largely destroyed, the device stood firm, leaving the cash secure. Lockpoint and Gexcon then exploded a third safe in front of an invited audience from the industry and police and the cash again remained secure. In both cases a Lockpoint engineer was even able to open the Gryphon doors using special electronic tools, and safely remove the cash.
Among witnesses was DC Adrian Roberts, of the West Midlands Organised Crime Unit and UK representative to Interpol on ATM gas attacks. He said afterwards: “I am really impressed. The machine protected the cash, which is obviously what the criminals are after, and hopefully it will be a massive deterrent to them.”
Lockpoint Chief Executive Bill Price added: “The criminal world is always looking for new ways to deprive law-abiding citizens and businesses of their cash, and the use of explosive gases in raids on ATMs has been a particularly worrying development – not least because of the danger such attacks pose to the general public.

“I always believed the Gryphon3 would work, but it was absolutely extraordinary to see all the work, effort and determination we had to solve this problem vindicated.”
He also praised the high standards of engineering innovation and manufacture by Lockpoint’s partner, Newcastle-based Responsive Engineering, which has been involved in the Gryphon from its inception to the Gryphon3.

Responsive Engineering’s Managing Director, Graeme Cook, said: “We specialise in developing solutions to complex engineering challenges and we have been delighted to have been able to help Lockpoint to achieve its position at the forefront of the battle against dangerous thugs.”

And Phil Nelson, Business Development Manager at Opsol UK, which developed the Gryphon electronics from its base in Cramlington, Northumberland, added: “We are very proud to have been able to play a part in manufacturing and supplying this extremely effective answer to the criminal threat.”
Issued for Lockpoint by Gravity Consulting. For further information, contact Stan Abbott 07815 777256; 0191 383 2838.
PICTURE CAPTIONS: 

1) Lockpoint CEO Bill Price with an ATM, which survived an “optimal” explosion thanks to being fitted with a Gryphon3

2) An unprotected ATM after a similar explosion

3) ATM fitted with a Gryphon3 at the moment of explosion

Picture 1) attached. Other pictures available on request.

See also videos at https://gravity-consulting.wistia.com/medias/ksadnt1cfh and https://gravity-consulting.wistia.com/medias/6k3rzlf5zr (shorter version).
Notes to Editors

1. Lockpoint will be exhibiting at the ATM Industry Association (ATMIA) conference in London on Tuesday and Wednesday of this week.
2. Explosive attacks on ATMs represent a worrying new trend for the banking and security industry, with such attacks known to have caused deaths in some countries. The first such attack in the UK was caught on CCTV and can be viewed at www.bbc.co.uk/news/uk-england-hampshire-22000606. This machine was not protected by the Gryphon. There have nearly 150 further attacks since then.
3. Lockpoint’s explosion testing can be viewed at http://www.lockpoint.co.uk/products.aspx
4. Among the first companies to choose the Gryphon in the UK was Tesco, which, since 2010, installed the device on a majority of its 3,000 ATMs at stores nationwide. The supermarket giant had been motivated by concern at the growth in attacks on cash-in-transit providers, which also put its own staff and customers at risk. The industry journal, Professional Security magazine, noted that, in the first year of the Gryphon’s operation, attacks on Tesco ATMs fell by 64 per cent; its cash losses dropped by 90 per cent; and those of the cash-in-transit company, G4S, fell by 92 per cent. Injuries to G4S staff were also down 83 per cent.

5. The Gryphon can be retro-fitted to both hole-in-the-wall and free-standing cash machines. Gas attack protection can be retro-fitted to earlier Gryphon models (Gryphon2 AG)
6. Lockpoint currently employs approximately 12 people from its headquarters at Cobalt Business Park, North Shields, and provides 24-hour customer support for the Gryphon, 364 days a year.
7. Lockpoint’s turnover for the year to April 2015 was £1.75 million and EBITDA was £480,000.
8. Newcastle-based Responsive Engineering Ltd is part of the Reece Group. Its recent projects have included a seven-figure contract for constructing a major architectural feature at the recently-renovated Greenwich Maritime Museum.
9. Opsol UK, a contract manufacturing company employing 25 people in Cramlington, specialises in the design and automated assembly of printed circuit boards, which it supplies to a variety of market sectors. 

10. Lockpoint is a trading name of Cedardell Ltd.

